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TAA - Technical Information

"Use of cookies online application form"

Speicherdauer und eingesetzte Cookies

 Session cookie “sessionava”
Contains a random session identification value associated with the user on the 
server. During this session, data relevant to the application, such as the applicant's 
first name and last name, and technically relevant information on how to create the 
application, such as information about the uploaded files is cached on the server. 
The connection with the user will be deleted after completing the online application 
or if the session has been inactive for more than 30 minutes. The cookie has a shelf 
life until the browser is closed.

Cookies

Types and purpose of processing:

Like many other websites, we also use so-called "cookies". Cookies are small text files that 
are stored on your end device (laptop, tablet, smartphone, etc.) when you visit our 
website.

Cookies cannot be used to start programs or transfer viruses to a computer. Based on the 
information contained in cookies, we can make navigation easier for you and enable our 
websites to be displayed correctly. Under no circumstances will the data we collect be 
passed on to third parties or linked to personal data without your consent.

In general, you can deactivate the use of cookies at any time via the settings in your 
browser. Please use the help functions of your internet browser to find out how you can 
change these settings. Please note that individual functions of our website may not work if 
you have deactivated the use of cookies.
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You can delete individual cookies or the entire cookie inventory via your browser settings. 
You will also receive information and instructions on how to delete these cookies or block 
their storage in advance. Depending on the provider of your browser, you will find the 
necessary information under the following links:

• Mozilla Firefox: https://support.mozilla.org/en-US/kb/clear-cookies-and-site-data-
firefox

• Internet Explorer: https://support.microsoft.com/en-gb/help/17442/windows-
internet-explorer-delete-manage-cookies

• Google Chrome: https://support.google.com/accounts/answer/61416?hl=en

• Opera: https://help.opera.com/en/latest/web-preferences/#cookies

• Safari: https://support.apple.com/en-gb/guide/safari/sfri11471/mac

SSL encryption

In order to protect the security of your data during transmission, we use state-of-the-art 
encryption methods (e.g. SSL) via HTTPS.

This data privacy statement was written with the aid of activeMind AG – the experts for external data protection officials (Version #2019-04-10).
https://www.activemind.de/datenschutz/datenschutzhinweis-generator/
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